
A quick guide to preparing for your enhanced 
McKesson SupplyManager℠ experience

ScanManager and CSOS customers

ACTIONS REQUIRED

If you use ScanManager:
You must update the browser on your 
scanning device to Google Chrome  
by June 19, 2023 to continue ordering 
products.  SEE INSTRUCTIONS BELOW

If you order products using  
a CSOS certificate:
Starting on June 19, 2023, you must 
transfer your CSOS certificate. If this action 
isn’t completed, you will not be able to order 
DEA-regulated pharmaceuticals through 
SupplyManager.  SEE INSTRUCTIONS ON NEXT PAGE

For ScanManager customers:
How to switch your device’s browser to Google Chrome

Plug the handheld cradle into your PC.

Make sure the AC adaptor is connected to power. If so, the red power LED will be lit on the cradle.

Connect the Opticon cradle to the PC with either the USB cable or serial cable. Make sure the 
handheld is set in the cradle upside down such that ‘Opticon’ reads correctly at the base.

The setup is a two-step installation process. You may need administrator rights on your computer 
to complete these steps.

• First, navigate to the Chrome Web Store to download and install Google Chrome. Follow the 
prompts to add the Data Transfer Extension onto your browser.

• Second, please download the Opticon Driver. Double-click McKesson_Installer.exe, accept 
the default selections and install the driver.

You must restart your PC once the driver is installed.

1

2

3

4

5



Browse to your CSOS Certificates folder. There should be a shortcut to the CSOS folder on your 
computer desktop.

Locate your signing certificate(s). The file name is typically your first name and the expiration date 
of the DEA number (example: ‘John sign 12-30-2022’).

Change the file name to the DEA number using uppercase letters (example: ‘AA1234567’).

Log in to your SupplyManager account with a user ID that has permissions to sign CSOS orders.

Hover over “Orders” and select “CSOS Orders”.

Select “Upload CSOS Signing Certificates”.

Review the one-time user agreement and select “I Agree”
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For CSOS customers:
How to upload CSOS certificates on the enhanced SupplyManager



Select Upload Type (single or multiple)

• If only uploading one certificate, enter the 
DEA number and select the certificate file

• Enter a password. It must match the 
password used when you exported the 
certificate from your browser

• Click “Next”
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• If uploading multiple certificates, you do not 
enter a DEA number

• Select the zip file containing your 
certificates. NOTE: All files in the zip file 
must have the same password

• Enter a password. It must match the 
password used when you exported the 
certificates

• Click “Next”

Password and Security Questions

The first time you set up your certificate store, 
you will be prompted to enter a password to be 
used each time you access the certificate store. 
There’s also a security question to be used in 
case you need to recover your password

• Enter a strong password and confirm the 
password

• Enter a security question that you will 
remember the answer to

• Enter the security answer

• Click “Finish”
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Once you’re finished with the password and security question, you should see your 
certificate store.

Need help? We’re here to answer your questions.
For ScanManager support questions, call 800.422.0280. You can also email us at 
SupplyManager@mckesson.com.
For CSOS support questions, call 800.422.0280, select option 5, then select option 6. 
You can also email us at mms.csos@mckesson.com.
For even more resources on the upcoming enhanced SupplyManager  
experience, including what’s changing, new features and more, please visit  
mms.mckesson.com/resources/new-supplymanager-resources. 
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